
Does your company plan 
to acquire BAS?

Companies that use BAS 
have an effective testing 
methodology in place
Do you have an effective 
testing methodology in place?

Use Breach
and Attack
Simulation

Do not use
Breach and Attack 

Simulation

67%
YES

91%
YES

6 out of 10 do not have adequate resilience to ransomware
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Top three things that can go wrong 

61% Getting supprised by a new type of threat

58% Inadvertent mistakes in security configurations

Work fatigue47%
*respondents allowed to select more than one

What makes BAS an effective testing 
methodology (4 out of 7)
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Simple and 
fast to deploy
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Maybe in 2022
Already deployed No

Yes, in 2021

Top testing methodologies that increase resilience to ransomware
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2021 Resiliency to Ransomware
Survey Result
We surveyed 715 security professionals
to understand how resilient their company 
is to ransomware and how they know

VIEW REPORT

Contact us for a demo or get started with a free trial

https://cymulate.com/free-trial/
https://cymulate.com/resources/collateral/2021-resiliency-to-ransomware-survey-results-report/
https://cymulate.com/schedule-a-demo/

